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Discussion
The wireless-wireline convergence study item envisions an interworking convergence model that allows for the use of legacy wireline customer premise equipment as one solution. This affords the operator to leverage the benefits of convergence sooner and with greater numbers of deployed devices. As TS 23.501 also allows SUPI to be based on non-IMSI hence, a non-IMSI SUPI for cable wireline customer premise equipment is also proposed here.

Proposal
It is proposed to modify the following clause in TR 23.716. 
**** Start of Change ****
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[xx]	IETF RFC 7542: "The Network Access Identifier".

**next Change **
8.2.3	Interim Conclusions on SUPI
The recommendations on SUPI definition in BBF SD-420 clause 13.1.4 are considered as interim conclusion. The SUPI definition in TS 23.501 clause 5.9.2 applied with the following modification:
-	For 5G-RG:
-	the SUPI shall be based on IMSI defined in TS 23.003 [19] for authentication and authorization.
-	For FN-RG:
-	FN-RG does not support IMSI.
-	the SUPI can be based on  access specific identifier.
Editor's note:	Whether the Line ID can be used as access specific identifier as in candidate Solution #28 needs to be verified with BBF.
Editor's note:	Whether SUPI can be based on IMSI and retrieved by AMF during the registration procedure from the SUCI based on Line ID as described in candidate Solution #28 needs to be verified with BBF and SA WG3.
-	The SUPI may contain an access specific identifier also for public networks when accessed from W-5GAN.
-	The SUPI may be not in NAI format.
-	For 5G-CRG:
-	the SUPI shall be based on IMSI defined in TS 23.003 [19] for authentication and authorization or network-specific identifier (non IMSI based) with the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [xx].

-	For FN-CRG:
-	FN-CRG does not support IMSI.
-	the SUPI can be based on access specific identifier. The access specific identifier is in the form of HFC_Identifier, where the HFC_Identifier is a 32 character string. The identifier may contain a cable modem MAC address or an overall HFC account identifier. 
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